Announcements

· Notes

· Textbook PDF

· Log out terminal

· HW1

· Reading Chapter 2, 3

· Today

· File permissions

· He never quite got to covering this completely in previous lectures

· Practice / questions / HW1


Some of the students suggested that we have a record of what Perkins has 
typed – he'll put the file of this up on the web, possibly adding commentary 

· Any suggestions for improvement of the course is welcome

· Contact Perkins with any suggestions

· Perkins announced that he will lecture for a portion of the period, but also put additional material on the homework

· It was announced that homework would be passed out in class.

· You should turn the homework in by next Friday (January 18th)

· You can turn homework in by email or in paper

· There's a 10% penalty for every lecture the homework is turned in late.

· Homework will be passed out, generally once every two weeks, and cumulatively will be worth 70% of the total grade

· You can start preparing for next lecture by looking at Chapters 2 & 3 in the textbook

· This material will start to be covered next week

· He's chosen the text book because it's pretty easy to follow

· After lecture people were given two choices, depending on what individuals wanted to do:

· Work on homework independently 

· Question session & practice with Perkins

· Questions were posed on a personal basis, and therefore notes were not taken here

· File permissions

· You can see them on the left side if you do >ls -l

· These first 10 characters are called the permission bits

· The first character is the file type. The major types (but not all):

· Hyphens ('-') represent ordinary files

· 'D' represents a directory

· 'L' represents a symbolic link ('shortcut' in windows terminology)

· The remaining 9 characters are organized into three groups of three characters

· [r w x ] [r w x ] [r w x ]

· Where:

· r = read

· w = write

· x = execute

· The first group of three letters (u) is what the user (owner) can do with the file

· The second group of three letters (g) is what the users in the 'owners' group can do with the file

· The third group of three letters (o) is what everyone else can do with the file

· A dash in place of one of these letters means that you can't do the specific process

· E.g. -rwxr-xr-x

(a file in the root directory)

· This is an ordinary file

· Can be read, written to, and executed by the file owner

· Can be read, and executed by people in the 'owners' group, but cannot be written to by these users

· Likewise, this file can be read, and executed by people in the 'owners' group, but cannot be written to by normal users

· User/bin is a directory which everyone has access to, and is filled with a number of commands

· Changing permissions

· the >chmod command is used to change permissions

· e.g. To give others read permission

· >chmod o+r file1.txt

· To give others read permission

· > chmod o+rw file1.txt

· To give others read and write permission

· >chmod uo+x file1.txt

· To give the owner and other users permission to execute the file

· >chmod go+rw MadLib.txt 

· To give read and write permission for the file 'MadLib.txt' to users in the 'owners' group, as well as the 'other users' group

· Removing permissions

· If you want to take away a permission, you use a '-' instead of a '+'

· e.g. Remove write permissions from others

· >chmod o-w file1.txt

· Removes write permission from the 'other users' group

· In order to give everyone permissions for his directory, Perkins used the command

· >chmod o+r perkins

· (it didn't work)

· He tried to give execute permissions too

· >chmod o+x perkins

· He then asked people to try the follow command

· >cd /home/2006/perkins

· (results were mixed in the class)

· Scripts (this was the last thing he lectures)

· A script is a TextFile containing terminal commands

· His example script:

pwd

ls

mkdir Script

· This script prints the current directory, then shows the contents of the directory (in condensed form), then creates a folder called 'Script' (although he comments that this folder name could cause confusion)

· He saved this file, and called it Lec4Script

· He exited the editor

· He used the command “>cat Lec4Script” to see what was in the file

· In order to run a script n the current directory, you need to use the following command:

· >./ [scriptname]

· ..but first, in order for Perkins to execute his script, he first needed to use the following command:

· >chmod u+x Lec4Script

· This gave himself (owner) permission to execute the file

· He then went ahead and actually executes the script:

· > ./Lec4Script

· This notation specifies that the file was in the current directory, and to run it

· Note: The computers we are using do not immediately look in the current directory for a file you're trying to run

· a longer way to express the command above would be along the lines of:

· >/home/2006/perkins/COMP364[Scriptname]

· The ./ specifies that the file in question is in the current directory

